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Abstract  
It is known that the use of a non-positional number system in residual classes (SRC) in computer 

systems (CS) can significantly increase the speed of the implementation of integer arithmetic 

operations. The use of such properties of a non-positional number system in the SRC as independence, 

equality and low-bitness (low-digit capacity) of the residues that define the non-positional code data 

structure of the SRC provides high user performance for the implementation in the CS of 

computational algorithms consisting of a set of arithmetic (modular) operations. The greatest 

efficiency from the use of the SRC is achieved when the implemented algorithms consist of a set of 

arithmetic operations such as addition, multiplication and subtraction. 

There is a large class of algorithms and tasks (tasks of implementing cryptoalgorithms, optimization 

tasks, computational tasks of large dimension, etc.), where, in addition to performing integer 

arithmetic operations of addition, subtraction, multiplication, raising integers modulo and others in a 

positive numerical range, there is a need to implement the listed above arithmetic and other operations, 

in the negative numerical range. The need to perform these operations in a negative numerical range 

significantly reduces the overall efficiency of using the SRC as a number system of the CS. In this 

aspect, the lack of a mathematical model for the process of raising integers in the SRC in the negative 

numerical region makes it difficult to develop methods and procedures for raising integers to an 

arbitrary power of a natural number in the SRC, both in positive and negative numerical ranges. 

The purpose of the article is the synthesis of a mathematical model of the process of raising integers to 

an arbitrary power of a natural number in the SRC, both in positive and negative numerical ranges. 

 

Keywords: Artificial form, computer system, mathematical induction, mathematical model, method for 

raising integers, positional number system, system of residual classes 
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Introduction 

Information security is one of the most 

important issues in the modern world, which is 

the main reason for the constant development of 

methods and methods for processing, monitoring 

and controlling data. It should be noted that 

along with the currently widely used methods for 

increasing the speed and reliability of CSs 

operating in the conventional binary positional 

number system (PNS), great prospects open up 

through the development and implementation of 

new, non-traditional methods for representing 

and processing data in a non-positional number 

system. In particular, at present, data coding 

options are being considered based on 

mathematical models and methods arising from a 

special branch of mathematics – number theory 

[1-3]. As a result, the search for alternative ways 

to increase the speed of information processing 

and increase the reliability of the result of 

solving computational tasks leads to an increase 

in interest in the use of a non-positional system 

of residual classes in related fields of science and 

technology. First of all, the possibility of using 

SRC to increase the speed and fault-tolerance of 

the CS is investigated [4-6]. This interest is 

caused, first of all, by the following 

circumstances: 

 the appearance, both in our country and 

abroad, of numerous scientific and theoretical 

publications devoted to the theory and 

practice of creating high-speed, reliable, 

survivable and fault-tolerant computer 

systems and components operating in the 
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SRC; in particular, the elements of the theory 

of ensuring fault tolerance and the 

classification of the CS functioning on the 

basis of the use of the SRC are being 

developed [7-9]; 

 mass distribution of mobile device 

processors, which require high data 

processing performance with low energy 

consumption; the use of the SRC when 

performing arithmetic operations of addition 

and multiplication of numbers ensures high 

performance due to the absence of interdigit 

transfers in the process of performing 

arithmetic operations; at the same time, 

during the operation of mobile devices, the 

use of the SRC can significantly reduce 

energy consumption [10]; 

 banking structures are of great interest, 

where there is a need to reliably and reliably 

process large amounts of data in real time, i.e. 

high-performance computing tools are 

required for highly reliable calculations with 

possible self-correction of errors, which is 

typical for corrective codes in the SRC [11]; 

 increasing the density of the placement 

of elements on a single chip doesn’t in all 

cases allow for high-quality and complete 

testing of computer components; in this case, 

the importance of ensuring fault-tolerant 

functioning of the CS increases; preliminary 

research results have shown that with the help 

of the SRC it is possible to organize fault-

tolerant operation of real-time CS [12]; 

 the need to use specialized CS to 

perform a huge number of operations on 

multidimensional numerical structures in real 

time, require a high speed of integer addition 

and multiplication operations (tasks of matrix 

multiplication, tasks of the scalar product of 

vectors, Fourier transform, etc.) [10, 13]; 

 at present, the widespread introduction 

of microelectronics in all spheres of human 

life has significantly increased the relevance 

and importance of previously rare, but now 

widespread, such mass scientific and practical 

problems as digital signal and image 

processing, pattern recognition, cryptographic 

transformations, processing and storage of 

multi-bit information etc.; this circumstance 

requires huge computing resources that 

exceed the existing capabilities of the CS 

operating in binary PNS [14]; 

 research notes that from the point of 

view of ensuring the necessary performance, 

reliability and fault tolerance of real-time 

processing of large data arrays, existing and 

prospective CSs and components operating in 

the PNS cannot provide this [15]; 

 it is obvious to specialists in the field of 

computer technology that the current level of 

development of microelectronics is 

approaching the limit of its capabilities; 

considered promising ways for the further 

development of microelectronics, replacing 

nanoelectronics, such as, for example, 

molecular and biological electronics, 

micromechanics, optical, optoelectronic and 

photonic CSs and other exotic areas for 

improving existing CSs, are still very far from 

real widespread industrial production and 

practical use [16-18]. 

1. Problem statement 

It should be noted that the high efficiency 

(increase in speed and reliability) of the use of 

SRC in the implementation of the integer 

arithmetic operation of addition, subtraction and 

multiplication has been proven by the results of 

research by many inventors. At the same time, 

there is a numerous class of problems and 

algorithms, where, in addition to performing the 

above integer arithmetic operations, it is 

necessary to implement the operation of raising 

numbers to a power. At the moment, there is a 

problem of implementing the operation of raising 

integers represented in the SRC to an arbitrary 

power of a natural number in a negative 

numerical region. The absence of methods for 

raising integers represented in the SRC to an 

arbitrary power of a natural number in the whole 

numerical area, significantly narrows the area of 

effective use of the SRC as a number system of 

the CS [1]. 

It should be noted that the operation of raising 

to a power widely used in cryptography, which is 

one of the effective methods of protecting 

information through the use of coded algorithms, 

hashes and signatures. It is used in various 

cryptographic algorithms such as:  

 in the RSA algorithm, operation of 

raising to a power used to encrypt and decrypt 

messages. When encryption, the recipient's 

public key is used the raising to a power of a 

number representing the plaintext of the 

message, resulting in the ciphertext. When 

decryption, the recipient's private key is used 
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the raising to a power of the ciphertext, 

resulting in the original plaintext. 

 in the Diffie-Hellman algorithm, the 

operation of raising integers to a power is 

used to create a shared secret key between 

two participants. Participants choose a 

random number and the raising to a power of 

this number is performed using the public key 

of another participant, after which the 

resulting number is transmitted to another 

participant. Then other participant also raises 

the resulting number to the power of its 

private key to get the shared secret key. 

 in the ElGamal algorithm, operation of 

raising to a power used to encrypt and decrypt 

messages. When encryption, the sender 

randomly chooses a number and raises the 

recipient's public key to the power of that 

number, and also raises the plaintext of the 

message to the power of the sender's private 

key. The results of the operations are 

multiplied to get the ciphertext. When 

decrypting, the recipient raises the first part of 

the ciphertext to the power of their private 

key, then uses that number to divide the 

second part of the ciphertext to get the 

original plaintext. 

Thus, operation of raising to a power is an 

important tool in cryptography that is used for 

privacy, data protection, authentication and 

encryption. 

Thus, researches devoted to the development 

of a method for raising the residues of integers 

modulo an arbitrary SRC to the power of a 

natural number are relevant and important. 

However, the existing methods for implementing 

the modular operation of raising integers to a 

power [19] are not always applicable for their 

implementation in a negative numerical range. 

This is mainly due to the fact that there is no 

simple mathematical model [20] for the process 

of raising integers to an arbitrary power of a 

natural number in the SRC, both in positive and 

negative numerical ranges. The researches 

carried out in this article are primarily devoted to 

the synthesis of a mathematical model of the 

process of raising integers to an arbitrary power 

of a natural number in the SRC, both in positive 

and negative numerical ranges. 

The purpose of the article is the synthesis of a 

mathematical model of the process of raising 

integers to an arbitrary power of a natural 

number in the SRC, both in positive and negative 

numerical ranges. 

2. Literature Source Review 
 

Cryptographic encryption methods have their 

own characteristics and are applied depending on 

the requirements for security and ease of use. 

The more individual protection systems, the 

more difficult it is to carry out a cyber attack, 

says Mark Stamp, professor of computer science 

and engineering, specializing in cybersecurity 

and cryptography [21]. Such systems include 

unique methods and tools that are difficult to 

replicate or circumvent. 

In addition, unique data protection and 

monitoring systems can be tailored to the 

specific needs and requirements of the 

organization, which increases the efficiency of 

their work. However, building and maintaining 

such systems requires more time, resources, and 

cybersecurity expertise. 

The positional binary number system is the 

most common number system in computer 

systems. She was studied by many scientists 

researchers in mathematics, computer science 

and cryptography have been sent, such as Jian 

Liu, Junjie Yan, Jun Jiang, Yitong He, Xuren 

Wang, Zhengwei Jiang, and came to the 

conclusion that there are some shortcomings of 

this system, in particular, hacking methods, 

hacker attacks, viruses and information integrity 

violations are based on working with binary 

positional code.Due to shortcomings in 

cryptography, other number systems began to be 

used, including systems based on residual 

classes. One such system is the non-positional 

number system in residual classes, which is used 

to encrypt messages in cryptography. 

The literature describes a number of 

algorithms and methods for processing integer 

data in a non-positional number system, the so-

called SRC, which are used in cryptography due 

to their high performance and speed.  

The application of the residual class system in 

cryptography used by Dr. Dimitrios Shinianakis 

and Thanos Sturaitis providing a detailed 

explanation of cryptographic algorithms based 

on the SRC, including RSA, ElGamal and 

cryptography on elliptic curves [22]. They 

discuss the problem and limitation of the use of 

the SRC in cryptography, such as the difficulty 

of handling negative numbers. Various methods 

for solving this problem and the reliability of 

cryptographic systems based on the SRC are 

investigated. Indeed, as a review of the literature 

has shown, today the scope of SRC use is limited 

by the certain class of tasks to be solved: the 
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performance of integer arithmetic operations in 

positive numerical range. However, there are 

numerous class of algorithms and tasks for the 

implementation of cryptoalgorithms, where in 

addition to performing integer arithmetic 

operations of addition, subtraction, 

multiplication, raising integer numbers modulo, 

in a positive numerical range, there is a need to 

implement the above arithmetic operations in a 

negative numerical range. The need to perform 

operations in a negative numerical range is 

significantly reduces the overall efficiency of 

using SRC as a number system of the CS. In this 

aspect, the lack of a mathematical model for the 

process of raising integers in the SRC in the 

negative numerical region makes it difficult to 

develop methods and procedures for raising 

integers to an arbitrary power of a natural 

number in the SRC, both in positive and negative 

numerical ranges. 

3. Synthesis of a mathematical model 

It is known that according to the type of the 

initial number presented in the SRC 

1 2 1 1( || || ... || || || || ... || ),SRC e e e gC c c c c c c  where

ec – residue an arbitrary modulo e  of the 

number C  represented in the SRC;|| – 

mathematical sign of the concatenation 

operation: gluing operation, joining operation; it 

is impossible to determine whether it belongs to 

the positive or negative numerical ranges [23]. 

Consider the option of representing numbers in 

the SRC, both in positive and negative numerical 

ranges. 

For implement the process of performing the 

operation of raising the residue of integers by an 

arbitrary modulo SRC to the power of a natural 

number, both in positive and negative numerical 

ranges, it is supposed to represent the original 

number 1 2 1 1( || || ... || || || || ... || ),SRC e e e gC c c c c c c   

artificial form (AF) [1]:  

, 0,
2

, 0,
2


   


    


SRC SRC

SRC SRC

D
C C if C

D
C C if C

 (1) 

where SRCC  – initial number in the SRC 

1 2 1 1( || || ... || || || || ... || ) SRC e e e gC c c c c c c  in AF; 

1

g

e

e

D 


  – the size of the range of represented 

numbers in the SRC used; e  – SRC module; C

– initial (natural) number;  i.e. for positive 

numbers: 
2

SRC SRC

D
C C    and for negative:

2
SRC SRC

D
C C   . 

Expression (1) is also valid for natural 

numbers in the PNS [24]. 

In addition, the processed numbers in the 

power of n

SRCC  and ( )n

SRCC   in the SRC are in the 

corresponding numerical intervals: 

( 1)

2 2

0 ( ) 1


  

   

SRC

n

n

SRC

D D
C

C D

 (2) 

where n – an arbitrary power of a natural number 

C  represented in the SRC. 

Note that the following equalities hold in the 

SRC: 

1

(0 || 0 || ... || 0 || 0 || 0 || ... || 0)


 
g

e

e

D  (3) 

and 

2

(1|| 0 || ... || 0 || 0 || 0 || ... || 0)
2




 
g

e

e

D
 (4) 

where g – number of bases (modules) SRC. 

At present, there is no effective method for 

raising the residues of integers represented in the 

SRC, by an arbitrary modulus to the power of a 

natural number, simultaneously, both in positive 

and negative numerical ranges, based on their 

representation in the AF. This circumstance 

significantly narrows the area of effective 

application of the SRC. Thus, research is 

relevant in the field of creating methods and 

algorithms for raising the residues of integers 

represented in the SRC, by an arbitrary modulus 

to the power of a natural number, both in positive 

and negative numerical ranges, based on their 

representation in the AF. 

To develop a method for the process of 

raising integers to an arbitrary power of a natural 

number in the SRC, it is necessary to synthesize 

a mathematical model for the process of raising 

the residues of integers SRCC , represented in the 

SRC, by an arbitrary modulo e  to the power n

of a natural number of the form: 

( ) ( )n

SRC SRCC f C   (5) 

In this case, it is necessary to obtain an 

analytical expression (5), which determines the 

dependence of the result n

SRCC  of the operation of 

raising the number SRCC  in the SRC to the power 

8

_________________________________________________________________________________Mathematical Model of the Process of Raising Integers to an Arbitrary Power of a Natural ...



n , presented in the AF, on the value of the 

number SRCC , directly represented in the AF. 

4. Proof of the mathematical model 

Let’s show that as a mathematical model of 

the process of raising integers SRCC  to an 

arbitrary power n  of a natural number in the 

SRC, it is advisable to consider the mathematical 

expression: 

( ) ( ) n n

SRC SRCC C  (6) 

Let’s prove expression (6) by mathematical 

induction on n . 

First step. Let’s check the correctness of 

expression (6) for the minimum value 

2 minn  , i.e. when squaring numbers. 

In accordance with the definition of AF 

numbers in the SRC, get it that: 

2

( )
2


  


   


SRC SRC

n n

SRC SRC

D
C C

D
C C

 (7) 

Taking into account the numerical ranges of 

changes in the values of SRCC and SRCC , 

expression (7) can be represented as:  

( ) mod
2

n n

SRC SRC

D
C C D

 
   

 
 (8) 

Let’s carry out the following numerical 

transformations: 

2

2

( ) ( ) ( )
2 2

2 2

SRC SRC SRC SRC SRC

SRC SRC

D D
C C C C C

D D
C C D

        

    

 (9) 

Taking into account expressions (3) and (4), 

obtain that: 

1 2 1 1( || || ... || || || || ... || )

(0 || 0 || ... || 0 || 0 || 0 || ... || 0) 0

SRC e e e gC D с с с с с с   

 
 (10) 

and 

(1|| 0 || ... || 0 || 0 || 0 || ... || 0)
2 2

(1|| 0 || ... || 0 || 0 || 0 || ... || 0)

(1|| 0 || ... || 0 || 0 || 0 || ... || 0)
2

D D

D

  

 

 

 (11) 

In this case, expression (9) will be presented 

in the form: 

2 2( )
2

  SRC SRC

D
C C  (12) 

In this case, based on expression (7), have 

that: 

2 2( )
2

 SRC SRC

D
C C  (13) 

Substituting the value of 
2

SRCC  (13) into 

expression (12), obtain that: 

2 2( ) ( )
2 2

   SRC SRC

D D
C C   

or 
2 2( ) ( ) SRC SRCC C  (14) 

Analytical expression (14) is the 

mathematical model of the process of raising the 

residues of integers to an arbitrary power of a 

natural number in the SRC in different numerical 

ranges. 

Second step. Let’s assume that the 

mathematical model is valid for an arbitrary 

admissible value of n , i.e. ( ) ( ) n n

SRC SRCC C . 

Third step. Let’s show that expression (6) is 

also valid for an arbitrary admissible value 1n , 

i.e. the condition: 
1 1( ) ( )  n n

SRC SRCC C  (15) 

From expression (15) have that

1 1( ) ( )
2

   n n

SRC SRC

D
C C . Let’s expand the 

expression 1( )
2

 n

SRC

D
C  in the form of 

Newton's binomial, obtain the following 

analytical expression: 
1 1

1

1

1

2 2 1

1

2 2 2

....
2

n n n

SRC n SRC

n

n

n SRC SRC

D D D
C B C

D
B C C

 









     
          

     

 
     

 

 

(16) 

where 1

k

nB – a binomial coefficient [25]. 

Taking into account expressions (3) and (4), 

the analysis of expression (16) showed that when 

reducing similar terms, two terms remain 
2

D
and 

1n

SRCC . The remaining terms of expression (16) 

will be zero. In this case, 1 1( )
2

   n n

SRC SRC

D
C C . 

Thus, condition (15) is satisfied, i.e., received by 

mathematical model ( ) ( ) n n

SRC SRCC C  the 

process of raising integers SRCC  to an arbitrary 

power n  of a natural number in theSRC. 

Consider examples of the implementation of 

the process of raising integers to an arbitrary 

power of a natural number for a specific SRC 

given by the bases (modules) 1 3,  2 4   and 

3 5,   wherein 3 4 5 60.   D  The total 
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volume of positive code words SRCC  in the SRC 

is presented in Table 1. 

 

 
Table 1 
The code words in the SRC 

PNSC  
 

 1 3  
SRCC  

 2 4  

 

 3 5  

0 0 0 0 

1 1 1 1 

2 2 2 2 

3 0 3 3 

4 1 0 4 

5 2 1 0 

6 0 2 1 

7 1 3 2 

8 2 0 3 

9 0 1 4 

10 1 2 0 

11 2 3 1 

12 0 0 2 

13 1 1 3 

14 2 2 4 

15 0 3 0 

16 1 0 1 

17 2 1 2 

18 0 2 3 

19 1 3 4 

20 2 0 0 

21 0 1 1 

22 1 2 2 

23 2 3 3 

24 0 0 4 

25 1 1 0 

26 2 2 1 

27 0 3 2 

28 1 0 3 

29 2 1 4 

30 0 2 0 

31 1 3 1 

32 2 0 2 

33 0 1 3 

34 1 2 4 

35 2 3 0 

36 0 0 1 

37 1 1 2 

38 2 2 3 

39 0 3 4 

40 1 0 0 

41 2 1 1 

42 0 2 2 

43 1 3 3 

44 2 0 4 

45 0 1 0 

46 1 2 1 

47 2 3 2 

48 0 0 3 

49 1 1 4 

50 2 2 0 

51 0 3 1 

52 1 0 2 

53 2 1 3 

54 0 2 4 

55 1 3 0 

56 2 0 1 

57 0 1 2 

58 1 2 3 

59 2 3 4 

 

Table 2 shows the correspondence between 

the initial numerical data PNSC  and their AF 


PNSC  in the PNS. 

 

Table 2 
Correspondence of the initial numerical data with 
their artificial forms in the PNS 

PNSC  
PSNC  

PNSC  
PSNC  

PNSC  
PSNC  

-30
 

0 -10 20 10 40 

-29 1 -9 21 11 41 

-28 2 -8 22 12 42 

-27 3 -7 23 13 43 

-26 4 -6 24 14 44 

-25 5 -5 25 15 45 

-24 6 -4 26 16 46 

-23 7 -3 27 17 47 

-22 8 -2 28 18 48 

-21 9 -1 29 19 49 

-20 10 0 30 20 50 

-19 11 1 31 21 51 

-18 12 2 32 22 52 

-17 13 3 33 23 53 

-16 14 4 34 24 54 

-15 15 5 35 25 55 

-14 16 6 36 26 56 

-13 17 7 37 27 57 

-12 18 8 38 28 58 

-11 19 9 39 29 59 

 

5. Examples of the process of raising 
integers to an arbitrary power of a 
natural number in the SRC 

Let’s give some examples of determining the 

value 
n

SRCC for a specific SRC given by the bases 
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(modules) 1 3,  2 4   and 3 5,   wherein 

60.D  

Example 1.Let it be given that: 3, PNSC

3n . It is necessary to determine the value of 
3

PNSC  in the SRC. Since the number

3 0,  PNSC  then in the AF the number 

3 PNSC in the PNS is represented as follows: 

60
3 30 3 27

2 2
       PNS PNS

D
C C . In the 

SRC (based on the data in Table 1) the number 


PNSC  is represented as:

27
(0 || 3 || 2). SRCC  

After the first iteration of the multiplication, 

that is, multiplying the value 
SRCC  by itself 

(0 || 3 || 2) (0 || 3 || 2),   SRC SRCC C  that is 

0 0 0(mod3),  3 3 1(mod4)  and 

2 2 4(mod5)   as a result, gets that
2( ) (0 ||1|| 4). SRCC  Since 3n , then carry out 

the second iteration of the multiplication 

operation
3 2( ) ( ) (0 ||1|| 4) (0 || 3 || 2),     SRC SRC SRCC C C

that is 0 0 0(mod3),  1 3 3(mod4)  and 

4 2 3(mod5)  as a result, gets that
3( ) (0 || 3 || 3). SRCC In accordance with the data 

of Table 1, it has that in the SRC (0 || 3 || 3)

corresponds to the value 3in the AF in the PNS, 

i.e. (0 || 3 || 3) 3 . 

Check of the result: 
3 3( ) 27 27 27 27 19683 3(mod60)SRCC       

(0 || 3|| 2) (0 || 3|| 2) (0 || 3|| 2) (0 || 3|| 3) 3.    

According to Table 2, the value3 in the AF 

corresponds to the value of 27 . 

3 3( ) ,
2

  PNS PNS

D
C C 3 3( ) ,

2
 PNS PNS

D
C C

3 60
( 3) 3 3 30 27.

2
        

Thus, gets that
3( 3) 27   . The result of the 

operation is valid. 

Example 2.Let it be given that: 3,PNSC 3n

. It is necessary to determine the value of 
3

PNSC  in 

the SRC. Since the number 3 0, PNSC  then in 

the AF the number 3PNSC in the PNS is 

represented as follows:

60
3 30 3 33

2 2
       PNS PNS

D
C C . In the 

SRC (based on the data in Table 1) the number 


PNSC  is represented as:

33
(0 ||1|| 3). SRCC  

The result of the operation of raising the 

number PNSC  to the SRC in the AF is determined 

as follows (since 3n ): 
3( ) (0 ||1|| 3) (0 ||1|| 3)SRC SRC SRC SRCC C C C        

(0 ||1|| 3) that is 0 0 0 0(mod3),  

1 1 1 1(mod4)   and 3 3 3 2(mod5)    as a 

result, gets that
3( ) (0 ||1|| 2). SRCC In accordance 

with the data of Table 1, it has that in the SRC 

(0 ||1|| 2)  corresponds to the value 57in the AF in 

the PNS, i.e. (0 ||1|| 2) 57 . 

Check of the result: 
3 3( ) 33 33 33 33 35937 57(mod60)SRCC       

(0 ||1|| 3) (0 ||1|| 3) (0 ||1|| 3) (0 ||1|| 2) 57.    

According to Table 2, the value57 in the AF 

corresponds to the value of 27 in the PNS. 

3 3( ) ,
2

  PNS PNS

D
C C 3 3( ) ,

2
 PNS PNS

D
C C

3 60
3 57 57 30 27.

2
      

Thus, gets that
3(3) 27 . The result of the 

operation is valid. 

Example 3. Let it be given that: 2, PNSC

2n . It is necessary to determine the value of 
2

PNSC  in the SRC. Since the number 

2 0,  PNSC  then in the AF the number 

2 PNSC in the PNS is represented as follows:

60
2 30 2 28

2 2
       PNS PNS

D
C C . In the 

SRC (based on the data in Table 1) the number 


PNSC  is represented as: 

28
(1|| 0 || 3). SRCC  

The result of the operation of raising the 

number PNSC  to the SRC in the AF is determined 

as follows (since 2n ): 
2( ) (1|| 0 || 3) (1|| 0 || 3),     SRC SRC SRCC C C that 

is 1 1 1(mod3),  0 0 0(mod4)  and 

3 3 4(mod5)   as a result, gets that
2( ) (1|| 0 || 4). SRCC  In accordance with the data 

of Table 1, it has that in the SRC (1|| 0 || 4)  

corresponds to the value 4 in the AF in the PNS, 

i.e. (1|| 0 || 4) 4 . 

Check of the result:
2 2( ) 28 28 28 784 4(mod60)SRCC      

(1|| 0 || 3) (1|| 0 || 3) (1|| 0 || 4) 4.    The result 

of the operation: 
2 2( ) ,

2
  PNS PNS

D
C C
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2 2( ) 4 30 26.
2

     PNS PNS

D
C C  According to 

Table 2, the value 26  corresponds to the    

value 4. 

Thus, gets that 
2( 2) 4  . The result of the 

operation is valid. 

Example 4.Let it be given that: 2, PNSC

3n . It is necessary to determine the value of 
3

PNSC  in the SRC. Since the number 

2 0,  PNSC  then in the AF the number 

2 PNSC in the PNS is represented as follows:

60
2 30 2 28

2 2
       PNS PNS

D
C C . In the 

SRC (based on the data in Table 1) the number 


PNSC  is represented as: 

28
(1|| 0 || 3). SRCC  

The result of the operation of raising the 

number PNSC  to the SRC in the AF is determined 

as follows (since 3n ): 
3( ) (1|| 0 || 3) (1|| 0 || 3)SRC SRC SRC SRCC C C C        

(1|| 0 || 3) that is 1 1 1 1(mod3),  

0 0 0 0(mod4)   and 3 3 3 2(mod5)    as a 

result, gets that
3( ) (1|| 0 || 2). SRCC In accordance 

with the data of Table 1, it has that in the SRC 

(1|| 0 || 2)  corresponds to the value 52 in the AF 

in the PNS.  

Check of the result:
3 3( ) 28 28 28 28 21952 52(mod60)SRCC       

(1|| 0 || 3) (1|| 0 || 3) (1|| 0 || 3) (1|| 0 || 2) 52.    

The result of the operation: 3 3( ) ,
2

  PNS PNS

D
C C

3 3( ) ,
2

 PNS PNS

D
C C

3 52 30 22.  PNSC  

According to Table 2, the value 22 in the AF 

corresponds to the value 8  in the PNS.
 

Thus, gets that 
3( 2) 8   . The result of the 

operation is valid. 

 

 

Conclusions 

In order to raise integers to an arbitrary power 

of a natural number in the non-positional number 

systems, this article synthesizes a mathematical 

model for the process of raising integers to an 

arbitrary power of a natural number in the SRC, 

both in positive and negative numerical ranges. 

To confirm the reliability of the obtained 

mathematical model, the proof of the obtained 

mathematical relation was carried out by the 

method of mathematical induction on n . The 

resulting mathematical model can be used as the 

basis for the data processing procedure in the 

SRC, both in positive and negative numerical 

ranges. Analytical ratio, which is a mathematical 

model of the process of raising integers in the 

SRC, is implemented by applying a special 

coding of numbers in the AF. The possibility of 

implementing the operation of raising integers to 

an arbitrary power n  of a natural number, in a 

negative numerical range, significantly expands 

the area of effective application of the SRC. The 

reference material presented in the article (Table 

1 and Table 2) can be used when using a 

synthesized mathematical model. Examples of 

the specific execution of the operation of raising 

integers, represented in the SRC, to various 

powers n  of a natural number are given. 

Analysis of the results of solving examples 

showed the reliability and practical value of the 

developed mathematical model of the process of 

raising integers to an arbitrary power of a natural 

number in the SRC. 

It is necessary to note the following that the 

non-positional number system in the residual 

classes has three basic properties: independence, 

equality and low-bitness of the residues that form 

the non-positional code structure in the SRC. 

These properties are due to the principles of code 

formation in the SRC. Let us briefly consider 

how the properties of the SRC qualitatively 

affect the process of raising integers to an 

arbitrary power of a natural number in the SRC, 

both in positive and negative numerical ranges. 

The property of the independence of the residues 

allows you to implement the operation of raising 

integers to an arbitrary power of a natural 

number for each of the residues, regardless of the 

rest of the residues. In this case, an error that 

occurred in one of the residues doesn’t propagate 

into the remaining residues of the non-positional 

code structure in the SRC [26-27]. 

The low-bitness of the residues involves the 

processing of large data arrays, by means of 

small natural numbers. This property can 

significantly increase the reliability and 

performance of devices for constructing integers. 

This is achieved both due to the low-bitness 

(low-digit) construction of devices for raising 

integers, and due to the possibility of using 

(unlike PNS) tabular arithmetic [28], where the 

arithmetic operations of addition, subtraction and 

multiplication are performed almost in one 
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machine cycle. In particular, the low-bitness of 

the residues in the representation of numbers in 

the SRC makes it possible to choose a wide 

range of options for system engineering solutions 

when implementing modular arithmetic 

operations based on the following principles 

[29]: the summation principle (based on the use 

of low-bit binary modulo adders) [30]; tabular 

principle (based on the use of permanent storage 

devices of small sizes) [31]; the principle of ring 

shift(based on the use of ring shift registers) 

[32].This circumstance makes it possible to 

implement a device for raising integers to an 

arbitrary power modulo e SRC of low-bitness 

(low-digit capacity). This increases the efficiency 

of using SRC to create devices for raising 

integers to an arbitrary power of a natural 

number in the SRC, both in positive and negative 

numerical ranges. 
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